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(Please also refer to Social Media Policy, Photograph Policy and Safeguarding Policy) 

Mobile phones are the most common way now to communicate with other people by either 
telephone conversations, text messaging, sending pictures or receiving and sending emails. 
Though they are a very useful way of communicating with young people and their families, 
they can also be a source of bullying and threats for young people. As a result we need to 
make sure that as a church we are using mobile phone communication safely and 
appropriately. 

This policy sets out appropriate use of mobile phones for Ashwood Church Staff and 
Volunteers.  

Before using a personal mobile phone for contacting children, young people and their 
parents, consideration should always be given to whether this is necessary and the best way 
to communicate. You may like to ask the following questions: 

• Is there another more appropriate way to make contact? (e.g. group Facebook 
account, iknow message, group email. 

• Am I comfortable with this means of contact? 
• Do I know the family well? 
• Will the parents be happy with this mode of communication? 
• Are they likely to misinterpret the communication? 
• What are the benefits to them? 
• Am I demonstrating equality (i.e. giving all members of the group equal treatment 

and information).  
• Have I got consent to use this mobile number for official church communications, in 

line with GDPR requirements? (If you are unsure about this please speak to your 
team leader or line manager). 

 
When using your mobile phone to communicate please follow these guidelines: 

• Keep any communications information-based only (e.g. times and dates of 
meetings.) 

• Keep a log of significant calls and texts.  Don’t delete texts between yourself and a 
child or young person in case they are needed later. 

• Any texts or conversations that raise concerns should be raised with the youth 
coordinator or safeguarding officer. 



• Always use clear language, and avoid abbreviations, or kisses on the end of 
messages. 

• Don’t use mobile phone texts or phone calls to counsel young people or give advice, 
or get drawn into long communications. This can be misinterpreted and so should be 
done in person. 

• Cease any communication after 9pm. 

Workers should ensure that they only take photographs of children and young people in 
accordance with Ashwood Church’s policy on photography e.g. ensure that consent is 
obtained and all images are stored in accordance with GDPR principles. Do not store images 
on your mobile phone. 

Do not use church records to obtain a mobile phone number for your personal use.  

Do not share someone else’s telephone number or other personal details without their 
consent.  

Do not answer your phone or make phone calls while you are transporting children or young 
people in your car on behalf of Ashwood Church. Even on handsfree, evidence suggests that 
this can limit your reaction times. 


